ONE HUNDRED YEARS OF PRIVACY LAW: A LATENT SEMANTIC ANALYSIS

By
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Privacy, like an elephant, is perhaps more readily recognized than described.¹

I. INTRODUCTION

Privacy, being an evolutionary product of social development,² has been a human need and desire for millennia. Privacy law scholarship, in contrast, is a relatively recent phenomenon. Of all the privacy-related law review articles published in the history of the United States, for example, over ninety percent were published after 1990—and half that amount in the past decade. Within this recent profusion of scholarship lies a conundrum: there is no clear definition of privacy;³ there is not even consensus of what would constitute an adequate description. Fundamental concepts associated with privacy have been identified and analyzed—for example, seclusion, intimacy, surveillance, anonymity, and control of information. But, as Nissenbaum has noted, most calls for privacy arise from context, as well as advancing technologies,⁴ meaning the legal system often has difficulty identifying and protecting rights to privacy. Without a coherent construction of privacy principles shared by the community of scholars, the legal discipline will never explicitly articulate those principles.⁵

This paper reports preliminary results from a research project aimed at identifying fundamental privacy law principles derived from the writings of legal scholars and commentators using probabilistic topic modeling, which is comprised of a suite of algorithms that attempt to discover hidden thematic structures in large archives of documents.⁶ Topic modeling algorithms are statistical methods that analyze the words of texts to discover topics (themes) contained within, how those topics are connected to each other, and how they change over time.⁷ A latent Dirichlet allocation process, which identifies sets of terms that more tightly co-occur, is incorporated into the topic modeling analysis to identify words most closely associated with each identified topic.⁸ The latent Dirichlet allocation therefore provides insight into the context in which each identified topic occurs.
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Most published law review articles that cite to Samuel Warren’s and Louis Brandeis’s seminal article, *The Right to Privacy* (some 3000 articles) are being converted to plain text to build a corpus of publications focused on the law of privacy. *The Right to Privacy* was selected as the focal point of the document collection because it is the original published scholarly call for a formal legal right to privacy in the United States; hence, the vast majority of privacy law publications cites to it. Probabilistic topic modeling using latent Dirichlet allocation is being applied to the document collection in time slices to reveal the evolution of fundamental privacy law concepts expressed in the legal literature published from 1890 to the present. Studies in different disciplines have demonstrated the ability of latent Dirichlet allocation to analyze the rich underlying structures of a particular domain—depicting emerging and sustained trends in a given discourse. The ultimate goal of this project is to identify the fundamental conceptual structure of privacy law in the United States as reflected by over a century of published law review and journal articles.

This paper first presents an overview of the origins of privacy law to provide a backdrop for the motivations underlying this project. It then provides an overview of the topic modeling process using latent Dirichlet allocation to explain and validate the underlying analytical methodology. Preliminary results from applying the statistical modeling to a collection of published law review and journal articles are then presented and discussed—specifically, fundamental topics identified from published articles in the following time slices: 1891–1950, 1951–1960, 1961–1970, 1971–1980, 1981–1990, and the full corpus (to date), 1891–1990. We identify four principal themes in privacy law scholarship—Appropriation, Disclosure, Intrusion, and Observation—which we link with each identified topic.

II. ORIGINS OF PRIVACY LAW

What is privacy? And, in particular, what legal rights to privacy does U.S. law protect? What legal rights to privacy should U.S. law protect? This conundrum has vexed legal scholars and commentators for over a century.

There have been attempts to describe, more than define, privacy. Warren and Brandeis, of course, most famously asserted the right to privacy as the right to be let alone. In 1905, the Georgia Supreme Court described the right of privacy as “the right of a person to be secure from invasion by the public into matters of a private nature.” A half-century later, Alan Westin described privacy as “the claim of individuals, groups, or institutions to determine for themselves when, how, and to what extent information about them is communicated to others.” Westin identified four states of privacy: (1) solitude, where an individual is separated from the group and freed from the observation of others; (2) intimacy, where an individual exercises seclusion to achieve a closer relationship with others; (3) anonymity, the freedom from identification and surveillance in public places or while performing public acts; and (4) reserve, the creation of a psychological barrier against unwanted intrusions. Contemporaneously, Margaret Mead described privacy as “the right to live part of one’s life out of the public eye, according to one’s own choice, and free from interference by others.” More recently, Solove identified six types of privacy: (1) the right to be let alone; (2) limited access to the self; (3) secrecy; (4) control over personal information; (5) personhood; and (6) intimacy.

These notions of seclusion, withdrawal from observation, and intimacy reflect human concerns since at least the second century A.D. By the end of the first millennium, privacy had evolved to the concept “that there are acts, individuals, and objects by law not subject to public
authority; for that reason they are situated in a precisely delineated sphere designed to thwart any attempt at intrusion.”

By this time the home had become an “intimate haven.” This trend continued throughout the second millennium as society became more urbanized and, hence, public life more anonymous; home and family became the center of seclusion from others. Ultimately, social taboos against a desire for solitude began to fade by the end of the seventeenth century.

In the formative years of the United States, eavesdropping was the principal form of privacy concern—preventing someone from standing under the eaves of a home and listening to the conversation inside. However, by the late nineteenth century, two developments combined to threaten further individuals’ privacy—the first was “keyhole journalism,” reflecting the growth of newspapers printing salacious material; the second was the advent of technologies such as audio recording devices and instantaneous photography. These developments piqued one individual in particular:

On January 25, 1883, [Samuel] Warren had married Miss Mabel Bayard, daughter of Senator Thomas Francis Bayard, Sr. They set up housekeeping in Boston’s exclusive Back Bay section and began to entertain elaborately. The *Saturday Evening Gazette*, which specialized in “blue blood items,” naturally reported their activities in lurid detail. This annoyed Warren, who took the matter up with [Louis] Brandeis.

The rest, as they say, is history. One can see reflected in *The Right to Privacy* concerns of intrusive technology recording and publishing intimate private life. Warren and Brandeis were searching for some form of legal recourse to prevent such intrusions. They recognized that traditional libel and slander torts would not address the type of harm they had in mind—“our law recognizes no principle upon which compensation can be granted for mere injury to the feelings.” Recognizing that “[t]he common law secures to each individual the right of determining, ordinarily, to what extent his thoughts, sentiments, and emotions shall be communicated to others,” Warren and Brandeis argued that traditional intellectual property rights, such as copyright, were insufficient. Instead, they argued, “the right to privacy, [w]as a part of the more general right to the immunity of the person,—the right to one’s personality.”

It is not as if the notion of privacy did not exist in the United States prior to the publication of *The Right to Privacy*. As discussed above, eavesdropping had long been recognized as an actionable harm. In 1811, a Louisiana court prohibited a newspaper editor from publishing the contents of a letter without permission from the sender, and in an 1881 case in which a doctor allowed an unmarried man with no medical training to be present while a woman gave birth, the court acknowledged the woman’s right to privacy during “a most sacred” occasion.

But while Warren and Brandeis are recognized for putting into motion a formal judicial recognition of the right to privacy, they did not end the discussion of exactly what constitutes a legally protected right to privacy. As Zimmerman argues, “Lawyers and philosophers have generated a vast literature on the subject without being able to agree upon some core of values or interests common to each of the cases in which the ‘right to privacy’ has been applied.” Zimmerman concludes, “A part of the difficulty is that the phrase today is a catch-all, attached to a broad range of interests which often have little or nothing to do with the tort originally envisioned by Warren and Brandeis.” For example, Warren and Brandeis were concerned with intimate details being revealed to the public. What of today’s near-ubiquitous electronic tracking and surveillance? “Increasingly, what we are worried about are practices that involve collecting,
using and disclosing information that is not sensitive or intimate and that is increasingly collected in public—concerns that do not easily fall within the domain of traditional privacy theory.”

The frustration is clearly reflected in the literature. Robert Blakey wonders if privacy is “an idea of which there are two hundred definitions,”39 “better suited to literary than legal analysis.”40 One commentator opined nearly fifty years ago:

No other area in the law has caused so much confusion to the courts than that dealing with the right of privacy. The doctrine of privacy is still very much in its infancy seventy-five years after its conception. Only the barest outlines of its nature and extent have as yet been sketched by judicial decisions.41

More recently, regarding being named with Daniel Solove to lead a project to compile a Restatement (Third) Information Privacy Principles, privacy scholar Paul M. Schwartz stated “that the project is designed to bring clarity to a body of common law that has become a bewildering array of conflicting and overwhelming rules differing from state-to-state and the federal government.”42

There have been approximately 3500 law review articles published in the United States that cite to The Right to Privacy,43 and nearly 5000 law review articles contain the word “privacy” in their titles.44 Owing to the quantity—not to ignore quality—of publications on the topic, it is clear there is much to be said about privacy. It is not a settled, nor static, issue.

This paper lays the foundation, and presents preliminary data, not for a definition or categorization of privacy, but for an ontology of privacy—an interpretation of the scope of privacy without assuming that anything exists beyond written expressions; namely, from published law review and journal articles.45

III. BUILDING AN ONTOLOGY USING PROBABILISTIC TOPIC MODELING

Probabilistic topic modeling represents a computational method to understand digitized data.46 The basic intuition behind latent Dirichlet allocation (LDA), the simplest form of topic modeling, is that documents exhibit multiple topics.47 LDA is a statistical model of document collections (corpora) that tries to capture this intuition.48 More formally, LDA is a generative probabilistic model of a corpus in which documents are represented as random mixtures over latent topics, where each topic is characterized by a distribution over words.49 See Appendix A for a conceptual and algorithmic description of the computational process.
Figure 1

Figure 1 is a graphical model representation of LDA. The outer box represents documents (with $M$ representing the corpus of documents), while the inner box represents the repeated choice of topics and words within a document (with $N$ representing the total number of words); $\alpha$ is the parameter needed for the Dirichlet distribution; $\theta$ is a vector of topic proportions (one vector for each document); $Z$ represents the topic that a word was assigned to; $w$ is the observed word in the text; and $\beta$ represents the discovered topics (themes).

For our project, this process is applied to document collections comprised of published law review and journal articles in order to discern fundamental privacy law concepts.

A. Methodology

The initial document collection is comprised of relevant published law review and journal articles that cite to Warren’s and Brandeis’s *The Right to Privacy*, as identified within the Westlaw and HeinOnline collections. *The Right to Privacy* was selected as the initial means to identify relevant articles because, as noted previously, it is recognized as the seminal scholarly article advocating the recognition of a formal legal right to privacy within U.S. law; consequently the majority of published articles which address privacy cite to *The Right to Privacy*. All documents selected for the collection are converted to plain text. In addition, all titles, author names, section headings, footnotes and endnotes, and supplemental materials are removed in an effort to create a collection limited to addressing substantive privacy law issues. As of the writing of this paper, only approximately one-third of the anticipated initial collection, representing privacy law articles published up to and through 1990, has been converted. The current document collection has been divided into the following time-slice corpora: 1891 – 1950 (which includes *The Right to Privacy*), 1951 – 1960, 1961 – 1970, 1971 – 1980, and 1981 – 1990. A cumulative corpus has also been created for the time period 1891-1990. Work is continuing to build complete corpora for: 1991 – 2000, 2001 – 2010, and 2011 – present.

The LDA topic model algorithms are then applied to the corpora using the popular—at least within the topic model community—software implementation, MALLET. Data, in the
form of plain text, are first imported into MALLET. Once the data are imported, MALLET provides a number of output options. The critical output files used in this project include:

- A “keys” file that provides an overview of the topics identified within the data; it contains a “key” consisting of the top k words for each topic (where k is the number of most probable words for each topic after model estimation). This file also reports the Dirichlet parameter of each topic that will be roughly proportional to the overall portion of the collection assigned to a given topic—in other words, the weight of the latent topic and the words that compose that topic (the cluster of words that define the latent topic).
- A “composition” file that lists the source documents and reports the rank of topics identified with each document.

The reported weight of each topic represents the strength of likelihood that the collection of words represented within the topic conveys a meaningful concept. A lower weight generally means that the words associated with the topic do not appear very frequently within the corpus or they co-occur less frequently. This notion is also reflected in the “composition” file where one generally sees more documents linked to higher weighted topics; in other words, a topic is more significant because it is discussed more frequently (using the words that appear in the topic), which supports a key concept behind this project—the essence of privacy is identified by the words of the authors themselves.

There are three variables that were used to define the parameters of each MALLET topic model “run.” The number of iterations was increased from the default of 1000 to 2000; this variable controls how many samples will be taken of the corpus. According to MALLET, increasing this variable can increase the quality of the topic model. We also chose to create topics that listed just the first twenty identified words. The MALLET “keys” file lists the words in each topic in descending order of frequency of occurrence; we found that for the most part the fifteenth to twentieth words reflected very low frequencies.

Perhaps the most critical variable to select in any topic modeling exercise is the number of topics to identify. There is no consensus as to the optimum number of topics. Since our entire corpus is relatively small at this point (1182 documents), we were able to run multiple topic models with 20, 25, 50, 100, 200, and 400 topics. We determined that twenty-five topics appeared to be optimal; less than twenty-five underfit the data (i.e., we risked missing some topics), while models with fifty or more topics overfit the data—we found the topics were diffused, as if MALLET were trying to identify too many topics.

We ran three topic models on each corpus. Since topic models are unsupervised, meaning no prior assumptions are made about the data, each model begins with a random assignment of topics that is then honed through each iteration. As a result, while they may be quite similar, no two topic models run against the same data will be identical, both in terms of the topic weights as well as the exact words comprising each topic. In order to identify what appeared to be the most relevant topics among the runs, we developed a scoring system that first identified words in each topic that appeared in all three runs. We then scored each topic, among the three runs, based on the number of three-word matches, the weight of each topic, and how close the individual weights were to each other. The scoring was not the definitive determination of whether a topic was identified for our results; it did, however, significantly aid in identifying the results among the topics within the three runs.
Finally, we employed a stop words list to filter out common prepositions and conjunctions. We customized the stop words list with a few additional generic legal terms such as plaintiff, defendant, law, case, court, held, etc.  

B. Results

As noted previously, LDA topic modeling does not identify single-word topics; rather, it identifies probable topics consisting of multiple, clustered terms. As such, identifying and reporting in this paper substantive privacy law topics from the corpus involve filtering with subject-matter expertise. Many highly weighted topics were often generic from a legal sense—for example, comprised of terms such as decision, supreme, rights, constitutional, etc., but not terms that could be directly linked to a privacy-related concept. In addition, when a privacy-related topic was identified it was filtered itself by removing some extraneous terms, such as action, relief, act, etc. We also removed the word “privacy” from any topics in which it occurred since every document in the corpus theoretically addresses privacy. We also rearranged a few words within some topics to make them more comprehensible—e.g., the words “amendment” and “fourth” may have occurred in that order and perhaps been separated by a word but are represented in our reported topics as “Fourth Amendment”; the same with “false light.”

Our identified topics are presented below in within their respective time slices. The topics are numbered by their relative weight within each slice and the words are presented top to bottom essentially in order of frequency of occurrence, from highest to lowest. As such, one can view the topics as ranked in order of prevalence within each slice, and the terms comprising each topic as ranked in order of frequency of occurrence with their respective topic.

C. Analysis of Results

Presented below is a discussion of the topics identified by the model; first categorized by the time slices and then concluding with respect to the entire corpus (to date). We elaborate on the identified topics within the time slices by noting privacy law developments and referencing representative publications.

We identify four principal themes revealed by the topic models: Appropriation—unauthorized use of a person’s likeness or intellectual works; Disclosure—often of personal, intimate facts, either generally or with resulting defamation (false light); Intrusion—not just upon seclusion per se but also into personal, intimate decisions, as well as compelling a person to testify; and Observation—including surveillance as well as collecting personal information. To some extent, some or all of these themes can be interrelated and an identified topic can certainly be linked to more than just one theme. The topics presented and discussed below include the linked theme(s) as part of the topic number.
Topics 1 (A) and 2 (A; D; I; & O) reveal that during the first sixty years, privacy law articles centered on the publication of pictures and photographs and particularly the unauthorized use of a person’s likeness; also included are concepts of general discussion vis-à-vis the developing right to privacy in America. While Warren’s and Brandeis’s The Right to Privacy focused on threats to privacy posed by a gossip-hungry press aided by recording devices and instantaneous photography, the two leading privacy cases early in the twentieth century both addressed the commercial use of a person’s likeness without authorization—and reached opposite conclusions. In Roberson v Rochester Folding Box Company the New York Court of Appeals refused to recognize a common law right of privacy arising from the unauthorized publication of the plaintiff’s likeness on flour boxes. In contrast, the Georgia Supreme Court held that the unauthorized publication of person’s picture for commercial purposes constituted an invasion of privacy in Pavesich v. New England Life Insurance Company. As a result of Roberson, the New York legislature passed the country’s first privacy legislation, but it was limited to the commercial appropriation of a person’s likeness. As much of the early published commentary focused on the development of privacy case law vis-à-vis The Right to Privacy. For example, a Comment in a 1920 Cornell Law Quarterly contrasted Roberson with two Louisiana cases that recognized a right of privacy involving the publications of individuals’ pictures in a “rogues” gallery after they had been arrested but before conviction. The Comment summarized the state of the right to privacy in America as of 1920: “Without exception. . . all jurisdictions have refused to protect this so-called right of privacy, unless there has been also an infringement of a property right or a breach of trust and confidence upon which the court could base the right to injunctive relief.”

Closely related to this topic is an individual’s right to privacy in broadcasts (Topic 3 (A)), which began to be addressed in the 1930s. One comment succinctly rephrased the state of the right to privacy with respect to publications and broadcasts:

A reading of the decisions dealing with the subject leaves an impression of substantial lack of uniformity in the reasoning employed to support the right of privacy. Some recognize its existence only when property is involved, a contractual relationship can be implied, or when a relationship of trust can be established. A second group place recognition on a constitutional basis. Others
say an independent legal right of privacy exists and seek no further for its support.”

Topic 4 (A) is associated with property rights in letters and other literary property—specifically, whether the right to privacy could prevent the unauthorized publication of private letters or other writings. Finally, Topic 5 (I; O) reveals concepts well associated with privacy: wire tapping, the Fourth Amendment, unreasonable searches, and interception of communications.

1951 – 1960

Continuing a major theme in the previous sixty years, articles published from 1951 – 1960 primarily focused on the unauthorized commercial use of a person’s name or likeness (Topic 1 (A)). However, it was also in 1960 that the California Law Review published Prosser’s seminal article, Privacy, in which he articulated the four elements of an invasion of privacy that had developed in the states since the publication of Warren’s and Brandeis’s Right to Privacy: “1. Intrusion upon the plaintiff’s seclusion or solitude, or into his private affairs. 2. Public disclosure of embarrassing private facts about the plaintiff. 3. Publicity which places the plaintiff in a false light in the public eye. 4. Appropriation, for the defendant’s advantage, of the plaintiff’s name or likeness.”

The topics most frequently identified by the model through 1960 relate, however, primarily to the fourth element above: Appropriation, for the defendant’s advantage, of the plaintiff’s name or likeness.

The model also reveals discussion, once again, of wire tapping (Topic 3 (I; O)), though it is less prevalent in the literature. Two “new” topics emerge in this decade. The first (Topic 2 (D; I)) relates to debt collections; specifically, whether multiple phone calls during the day and evening to the debtor’s residence invades the debtor’s privacy. The second (Topic 4 (I)) relates to whether compelling a witness to testify before televised Congressional hearings violates the witness’s right of privacy.
Once again, the most heavily weighted topic for this decade (Topic 1 (A)) relates to publication of a person’s name or likeness without his or her consent. Topic 2 (I) arises directly from *Griswold v. Connecticut*, in which the U.S. Supreme Court recognized a “zone of privacy created by several fundamental constitutional guarantees.” Fourth Amendment searches (Topic 3 (I; O)), specifically through wiretapping, is heavily weighted due to the Supreme Court’s holding in *Katz v. United States*. Topic 4 (D) arises from discussion of *Time, Inc. v. Hill*, which held that constitutional protections of free speech and the press preclude application of New York’s privacy statute to redress false reports of matters of public interest in the absence of proof that the defendant published the report with knowledge of its falsity or in reckless disregard of the truth, as compared with *New York Times v. Sullivan*, which limited libel actions under the First Amendment. Topic 5 (I) introduces the concept of privacy with respect to home visits by representatives of government agencies, such as for public assistance.

Topic 6 (D; I; O) is the first identified topic directly related to computers and data collection, though it also continues Topic 2 (D; I) from 1951 – 1960 regarding credit. Workplace privacy makes its first appearance in Topic 7 (I), reflecting concerns over employee polygraph tests. The final topic in this decade (Topic 8 (A)) appears to be similar to the ongoing topic related to unauthorized use of name or likeness (Topic 1 (A) in both the 1891 – 1950 and 1951 – 1960 time slices), this time more directly related to imitations and parody.
<table>
<thead>
<tr>
<th>Category</th>
<th>Keywords</th>
</tr>
</thead>
<tbody>
<tr>
<td>1 (D; O)</td>
<td>Information, Act, Data, Records, Government, Disclosure, Agency, Access, Individual</td>
</tr>
<tr>
<td>2 (I)</td>
<td>State, Rights, Due, Process, Abortion, Fourteenth Amendment, Constitutional, Fundamental, Roe, Griswold, Woman</td>
</tr>
<tr>
<td>4 (D)</td>
<td>Public Disclosure, Financial, Records, Government Act, Section, FOIA</td>
</tr>
<tr>
<td>5 (O)</td>
<td>Surveillance, Electronic, Title III, Eavesdropping, Evidence, Conversation, Communications</td>
</tr>
<tr>
<td>6 (D)</td>
<td>Arrest, Records, Criminal, Record, Police, Individual, Enforcement, State, Dissemination, Crime, Conviction</td>
</tr>
<tr>
<td>7 (D; O)</td>
<td>Fourth Amendment, Search, Evidence, Seizure, Property, Warrant, Bank, Katz</td>
</tr>
<tr>
<td>8 (D)</td>
<td>Public Defamation, Damages, Media, Standard, Liability, False, Gertz, Times, Malice</td>
</tr>
<tr>
<td>9 (D)</td>
<td>Information, Consumer, Credit, Reporting, Insurance, FCRA</td>
</tr>
<tr>
<td>10 (I)</td>
<td>Family, Child, Parent, Association, School, Children, State, Student</td>
</tr>
<tr>
<td>11 (D; I)</td>
<td>Patient, Medical, Treatment, Physician, Health, Drug, Confidentiality, Disclosure</td>
</tr>
<tr>
<td>12 (I)</td>
<td>Moral, Constitutional, Human, Rights, Life, Sexual, Autonomy, Principles, Homosexual</td>
</tr>
</tbody>
</table>
The heaviest-weighted topic (Topic 1 (D; O) now relates to information. In particular, this decade was a time when scholars and commentators wrote about “data bank privacy” and first raised concerns about computer matching programs and digital dossiers. Discussion also included the Privacy Act of 1974. Topic 2 (I) reflects constitutional protection of intimate, personal decisions, first articulated in *Griswold v. Connecticut*, as extended by not only *Roe v. Wade* in 1973 but also by *Carey v. Population Services International*. Topics 3 (D) and 4 (D) both relate to public disclosure of personal facts; Topic 3 reflecting First Amendment and tort issues associated with disclosures by the press, and Topic 4 reflecting disclosures by the government.

Topics 5 (I; O) and 7 (D; I; O) reveal issues of electronic surveillance, eavesdropping, and Fourth Amendment searches, with Topic 5 more directly reflecting electronic surveillance. Topic 7 also introduces the third-party doctrine expressed in *United States v. Miller*, which held that the Fourth Amendment does not require the government to obtain a warrant to seize bank records. Topic 6 (D) reveals concepts associated with the disclosure and retention of arrest records. Topic 8 (D) reflects defamation and privacy under the First Amendment, particularly by extending the discussion of *New York Times v. Sullivan* and *Gertz v. Robert Welch, Inc.*

Topic 9 (D) focuses on the interplay between privacy and credit reporting, with particular emphasis on the Fair Credit Reporting Act. Topic 10 (I) contains a mixture of themes; including privacy of student records, desegregation, and rights of association (the model apparently linked students and zoning with respect to desegregation). While Topic 11 (D; I) is similar to Topic 2 (I), it extends medical decisional privacy and autonomy to categories such as minors’ rights to abortion, the right to refuse medical treatment, and disclosure of health data. Topic 12 (I) reveals the beginnings of discussions regarding sexual autonomy.

Topic 13 (I) reveals concepts related to witness testimony and immunity. Topics 14 (A) and 16 (A) are closely related; Topic 14 reveals the interplay between copyright and privacy, while Topic 16 deals more directly with the right of publicity. Finally, Topic 15 (I) reveals issues associated with commercial speech and privacy.
<table>
<thead>
<tr>
<th>1 (D; O)</th>
<th>2 (O)</th>
<th>3 (I)</th>
<th>4 (D)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Information</td>
<td>Fourth</td>
<td>Public</td>
<td>Public</td>
</tr>
<tr>
<td>Data</td>
<td>Amendment</td>
<td>Information</td>
<td>False</td>
</tr>
<tr>
<td>Act</td>
<td>Search</td>
<td>Media</td>
<td>Light</td>
</tr>
<tr>
<td>Individual</td>
<td>Government</td>
<td>Press</td>
<td>Defamation</td>
</tr>
<tr>
<td>Personal</td>
<td>Expectation</td>
<td>Victim</td>
<td>Speech</td>
</tr>
<tr>
<td>Government</td>
<td>Surveillance</td>
<td>Rape</td>
<td>Private</td>
</tr>
<tr>
<td>Records</td>
<td>Warrant</td>
<td>Trial</td>
<td>Amendment</td>
</tr>
<tr>
<td>Disclosure</td>
<td>Police</td>
<td></td>
<td>Standard</td>
</tr>
<tr>
<td>Access</td>
<td>Katz</td>
<td></td>
<td>Malice</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>5 (D; I)</th>
<th>6 (D; I)</th>
<th>7 (D)</th>
<th>8 (I)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Privilege</td>
<td>Information</td>
<td>Bank</td>
<td>Sexual</td>
</tr>
<tr>
<td>Patient</td>
<td>Patient</td>
<td>Records</td>
<td>Homosexual</td>
</tr>
<tr>
<td>Information</td>
<td>Disclosure</td>
<td>Financial</td>
<td>State</td>
</tr>
<tr>
<td>Disclosure</td>
<td>Health</td>
<td>Customer</td>
<td>Sodomy</td>
</tr>
<tr>
<td>Confidentiality</td>
<td>Medical</td>
<td>Information</td>
<td>Constitutional</td>
</tr>
<tr>
<td>Child</td>
<td>Confidentiality</td>
<td>Physician</td>
<td>Conduct</td>
</tr>
<tr>
<td>Physician</td>
<td>Physician</td>
<td>Records</td>
<td>Marriage</td>
</tr>
<tr>
<td>Communications</td>
<td>Care</td>
<td></td>
<td>Consensual</td>
</tr>
<tr>
<td>Attorney</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Client</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>9 (I)</th>
<th>10 (A)</th>
<th>11 (I)</th>
<th>12 (I)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Abortion</td>
<td>Publicity</td>
<td>Employee</td>
<td>Treatment</td>
</tr>
<tr>
<td>State</td>
<td>Celebrity</td>
<td>Testing</td>
<td>Patient</td>
</tr>
<tr>
<td>Woman</td>
<td>Rights</td>
<td>Drug</td>
<td>Life</td>
</tr>
<tr>
<td>Decision</td>
<td>Commercial</td>
<td>Employer</td>
<td>State</td>
</tr>
<tr>
<td>Child</td>
<td>Property</td>
<td>Polygraph</td>
<td>Medical</td>
</tr>
<tr>
<td>Parents</td>
<td>Public</td>
<td></td>
<td>Death</td>
</tr>
<tr>
<td>Minor</td>
<td>Likeness</td>
<td></td>
<td>Suicide</td>
</tr>
<tr>
<td>Parental</td>
<td>Appropriation</td>
<td></td>
<td>Consent</td>
</tr>
<tr>
<td>Consent</td>
<td>Exploitation</td>
<td></td>
<td>Refuse</td>
</tr>
<tr>
<td>Roe</td>
<td></td>
<td></td>
<td>Hunger</td>
</tr>
<tr>
<td>Pregnancy</td>
<td></td>
<td></td>
<td>Prison</td>
</tr>
</tbody>
</table>
As with the previous decade, information-related privacy is the most heavily weighted topic (Topic 1 (D; O)), with issues associated with the computerized collection and storage of information, both privately and by the government.\textsuperscript{125} The next most heavily weighted topic (Topic 2 (I; O)) reflects Fourth Amendment searches.\textsuperscript{126} Topic 3 (I) reflects almost exclusively discussion of \textit{The Florida Star v. B.J.F.},\textsuperscript{127} which held that a Florida newspaper reporting the name of a rape victim, which had been obtained from public records, in violation of a Florida statute and the newspaper’s own internal policy was protected by the First Amendment.\textsuperscript{128} Topic 4 (D) identifies concepts associated with false light, defamation, and privacy.\textsuperscript{129}

Topic 5 (D; I) reveals concepts associated with privilege,\textsuperscript{130} specifically related to family testimonial\textsuperscript{131} and rape victim privileges.\textsuperscript{132} Topic 6 (D; I) relates to medical confidentiality,\textsuperscript{133} including AIDS-related medical records.\textsuperscript{134} Bank and business records privacy is reflected in Topic 7 (D).\textsuperscript{135} Topic 8 (I) reveals concepts associated with sexual privacy,\textsuperscript{136} while Topic 9 (I) is associated with reproductive autonomy.\textsuperscript{137}

Topic 10 (A) relates to an extension of the original unauthorized commercial appropriation action, the right of publicity.\textsuperscript{138} Employee drug and polygraph testing is revealed in Topic 11 (I).\textsuperscript{139} Topic 12 (I) reveals various concepts associated with medical decisions, including sustaining life and euthanasia,\textsuperscript{140} as well as prisoner hunger strikes.\textsuperscript{141} Topic 13 (A) reveals the interplay between privacy and copyright,\textsuperscript{142} while Topic 14 (I; O) is associated with emerging technological innovations such as two-way cable,\textsuperscript{143} and Caller ID.\textsuperscript{144}
<table>
<thead>
<tr>
<th>1 (A; D; I; O)</th>
<th>2 (A)</th>
<th>3 (D)</th>
<th>4 (I)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Information</td>
<td>Picture</td>
<td>Tort</td>
<td>State</td>
</tr>
<tr>
<td>Private</td>
<td>Person</td>
<td>Action</td>
<td>Rights</td>
</tr>
<tr>
<td>Individual</td>
<td>Invasion</td>
<td>Privacy</td>
<td>Constitutional</td>
</tr>
<tr>
<td>Public</td>
<td>Statute</td>
<td>Damages</td>
<td>Fourteenth</td>
</tr>
<tr>
<td>Disclosure</td>
<td>Publication</td>
<td>Invasion</td>
<td>Amendment</td>
</tr>
<tr>
<td>Interest</td>
<td>Consent</td>
<td>False</td>
<td>Justice</td>
</tr>
<tr>
<td>Personal</td>
<td>Photograph</td>
<td>Light</td>
<td>Fundamental</td>
</tr>
<tr>
<td>Protection</td>
<td>Public</td>
<td>Liability</td>
<td>Due</td>
</tr>
<tr>
<td>Invasion</td>
<td>Property</td>
<td>Distress</td>
<td>Process</td>
</tr>
<tr>
<td>Intrusion</td>
<td>Advertising</td>
<td>Defamation</td>
<td>Protection</td>
</tr>
<tr>
<td>Government</td>
<td>Article</td>
<td>Emotional</td>
<td>Liberty</td>
</tr>
<tr>
<td>Protected</td>
<td>Bradeis</td>
<td>Mental</td>
<td>Government</td>
</tr>
<tr>
<td>Rights</td>
<td>Warren</td>
<td>Injury</td>
<td>Griswold</td>
</tr>
<tr>
<td>Constitutional</td>
<td></td>
<td>Intrusion</td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>5 (I; O)</th>
<th>6 (D)</th>
<th>7 (D)</th>
<th>8 (O)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Information</td>
<td>False</td>
<td>Criminal</td>
<td>Surveillance</td>
</tr>
<tr>
<td>Data</td>
<td>Light</td>
<td>Arrest</td>
<td>Electronic</td>
</tr>
<tr>
<td>Records</td>
<td>Public</td>
<td>Police</td>
<td>Eavesdropping</td>
</tr>
<tr>
<td>Individual</td>
<td>Defamation</td>
<td>Evidence</td>
<td>Conversations</td>
</tr>
<tr>
<td>Computer</td>
<td>Standard</td>
<td>Rule</td>
<td>Evidence</td>
</tr>
<tr>
<td>Record</td>
<td>Speech</td>
<td>Crime</td>
<td>Telephone</td>
</tr>
<tr>
<td>Agencies</td>
<td>Times</td>
<td>Records</td>
<td>Communications</td>
</tr>
<tr>
<td>Personal</td>
<td>Malice</td>
<td>Enforcement</td>
<td>Fourth</td>
</tr>
<tr>
<td>System</td>
<td>Media</td>
<td>Witness</td>
<td>Amendment</td>
</tr>
<tr>
<td>Agency</td>
<td>Hill</td>
<td></td>
<td>Devices</td>
</tr>
<tr>
<td>Government</td>
<td>Gertz</td>
<td></td>
<td>Wiretapping</td>
</tr>
<tr>
<td>Access</td>
<td>Libel</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Systems</td>
<td>Press</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Files</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>
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The topics identified in this time span represent fundamental privacy concepts from a century of publications. We have linked the four principal privacy themes to the identified topics as follows:

**Appropriation**—Topic 1 (fundamental concepts associated with privacy); Topic 2 (commercial use of a person’s likeness); Topic 10 (privacy and copyright); Topic 15 (right of publicity).
Disclosure—Topic 1 (fundamental concepts associated with privacy); Topic 3 (false light and defamation); Topic 6 (false light and the First Amendment); Topic 7 (arrest records); Topic 11 (victim and witness privacy); Topic 12 (privileges); Topic 14 (bank and business records privacy); Topic 18 (free and commercial speech and privacy).

Intrusion—Topic 1 (fundamental concepts associated with privacy); Topic 4 (decisional autonomy); Topic 5 (collection of computerized information); Topic 8 (electronic surveillance); Topic 9 (Fourth Amendment searches); Topic 13 (reproductive decisional autonomy); Topic 16 (employee drug and polygraph testing); Topic 17 (decisional autonomy); Topic 18 (free and commercial speech and privacy); Topic 19 (medical decisional autonomy).

Observation—Topic 1 (fundamental concepts associated with privacy); Topic 5 (collection of computerized information); Topic 8 (electronic surveillance); Topic 9 (Fourth Amendment searches).

IV. Conclusion

This paper has presented preliminary results from applying latent Dirichlet allocation probabilistic topic modeling algorithms to a document collection comprised of published law review and journal articles from 1891 through 1990—all citing to Warren’s and Brandeis’s The Right to Privacy and substantively discussing privacy law issues. Our initial interpretation of the results reveals four principal privacy themes: Appropriation, Disclosure, Intrusion, and Observation. Once our initial data collection has been completed, by filling out the years 1991 through 2013, we will be able to discern whether these concepts survive into the twenty-first century as well as how they may have evolved over time, allowing us to develop a full ontology of privacy law based upon the topics revealed in published law review and journal articles.
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Not every published article that cites to The Right to Privacy substantively addresses privacy; for example, some articles cite to The Right to Privacy as an example of a law review article’s influence on the development of law, while others may address privacy only as a minor, secondary topic. These articles have been excluded from the document collection. Of approximately 3500 articles that cite to The Right to Privacy, it is anticipated that the initial document collection will comprise approximately 3000 articles. The selected articles include scholarly articles, student notes and comments, and analyses of recent decisions.

This is an admittedly crude method to calculate the number of published law review articles substantively discussing privacy, particularly, as indicated supra note 43, some articles may address privacy only tangentially. However, until a more complete review of the articles is completed, it at least gives some indication of the volume of published work from the legal discipline on the subject.
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This is an initial methodology to quickly identify a large collection of documents. It is hoped that a later phase of this project will identify and include those additional articles not identified through the initial methodology.
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Appendix A: Conceptual Description of the LDA Algorithm

The LDA algorithm uses Bayesian statistics to discover the latent topics in a corpus of documents.1 Conceptually, the LDA topic model algorithm uses the following process:

1) The number of topics to identify must be pre-selected.2 There is no set rule for how many topics are ideal; it depends on the context of the corpus.3 The topics that are discovered are defined only by the cluster of words associated with them. The researcher may decide to choose a name for each topic that makes sense based on context and experience.

2) The algorithm reads each document in the corpus and repeatedly randomly assigns each word to a topic, so that eventually all the words in the document are probabilistically assigned to the pre-selected number of topics.

3) Two values are calculated for each topic:
   a) \( p(\text{topic } t | \text{ document } d) = \) the proportion of words in \( d \) (document \( d \)) that are currently assigned to topic \( t \). For example, if document \( d \) contains 500 words and 80 of those words are assigned to topic \( t \), then \( p = 0.16 \).
   b) \( p(\text{word} | \text{topic } t) = \) the proportion of words from the entire corpus assigned to topic \( t \). For example, if there are 10,000 words in the entire corpus, and 350 of those words are assigned to topic \( t \), \( p = 0.035 \).

The proportions in a) and b) are then multiplied: \( p(\text{topic } t | \text{ document } d) * p(\text{word} | \text{topic } t) = 0.16 * 0.035 = 0.0056 \). After repeating this procedure for each document in the corpus, the process converges on the values that represent topic assignments for each document and for the entire corpus.

Collapsed Gibbs sampling5 is then used to infer the hidden (latent) thematic structure in the entire population of documents:
   a) The topics in the corpus;
   b) The per-document proportion of topics; and
   c) The per-document, per-word topic assignment.

The 3-level Bayesian model is represented mathematically as:

\[
P(\theta_{1:D}, z_{1:D} | w_{1:D}, \beta, \alpha) = \frac{{\left( \Gamma(\alpha_1, a_1) / \Pi_{d=1}^D \Gamma(\alpha_1) \right) * (\theta_{1}^{(\alpha-1)} \ldots \theta_{k}^{(\alpha-1)} / \Pi_{j=1}^D \theta_{j}^{N} )}}{{\left( \Gamma(\sum_{i=1}^k \alpha_i) / \Pi_{d=1}^D \Gamma(\alpha_i) \right) * \sum_{i=1}^k \left( (\theta_{1}^{(\alpha-1)} \ldots \theta_{k}^{(\alpha-1)} / \Pi_{j=1}^D \theta_{j}^{N} ) \right) }},
\]

Footnotes to Appendix A

1 The Bayesian equation is a three-level nested probabilistic model.
2 This is the \( \alpha \) parameter needed for the Dirichlet distribution, as represented in Figure 1, supra.
3 See supra notes 65-66 and accompanying text.
4 As noted supra, text accompanying note 69, some common words, particularly conjunctions and prepositions, are excluded through a stop words list.
5 Because the corpora have large numbers of documents, each containing potentially tens of thousands of words, it would take an extremely long time to calculate all the possible ways of assigning words to topics. The LDA process therefore incorporates a statistical technique known as collapsed Gibbs sampling which samples distributions to obtain approximate identified topics in each document, substantially accelerating the entire process.